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LESSON 5: KEYWORDS

Security Policy: A formal set of rules and guidelines that define how information,
systems, and assets should be protected.
Risk Assessment: The process of identifying and evaluating potential threats to an
organization’s data and systems.
Encryption: The process of converting data into a secure format that can only be
accessed by authorized users
Compliance: Adherence to legal, regulatory, and industry standards regarding
information security.
Access Control: Measures that restrict access to sensitive information and systems
to authorized personnel only.
Phishing: A cyberattack method where fraudulent messages trick individuals into
revealing sensitive information.
Sensitive Data: Information that requires protection due to its confidential or private
nature.


