
 

Activity 3 

 

Reading comprehension activity 

Complete the following sentences with the correct words from the chart: 

application developers         malicious code         software security       

non-human clients         attackers         

 

1. OWASP, or the Open Web Application Security Project, is a nonprofit organization 

focused on _____________________.  

2. By learning the flaws on the OWASP Top 10 chart and how to resolve them, 

_____________________ can take concrete steps toward a more secure application 

that helps keep users safe when it comes to malicious attacks. 

3. If authentication and access restrictions are not properly implemented, it's easy for 

_____________________ to take whatever they want. 

4. By inserting _____________________ into input fields, attackers can execute 

unauthorized commands, access sensitive databases, and potentially gain control over 

systems. 

5. Identifying and authorizing users and _____________________ is a fundamental 

security practice 

 

 

 


