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Unit 2. Response to Incidents

GENERAL OBJECTIVES:
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Teach how to
manage security

iIncidents and plan
solutions..

Ui~

Universidad Tecnoldgica

fac@

17/7/7/7/7/7/7



/1777777

/ E Sociolinguistic competence:

Linguistic competence: Contextualize vocabulary within —
recognize and understand : real-world scenarios, enhancing
basic vocabulary, concepts abilities to relate linguistic fForms
and phrases related incidents to their practical uses in the Field.
in cybhersecurity.
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Competencie . | -

s to Develop .@
Topical Competence: read and

understand texts related to
contemporary topics such as

( Pragmatic competence:
comprehend basic written
descriptions through reading

activities, building up strategies cybersecurity incidents,
to understand better academic response to incidents and
and scientific articles. incidents reporting.
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Lesson cybersecurity

Learning materials.

1)Socialize the technology idiom of the day.

2)Lesson 1. Socialize keywords

3)Lesson 2. Reading - Incident response fundamentals
4)Activity 1. Reading comprehension activity - worldwall
5)Lesson 3. Video - What is incident response and why is it
important?

Activity 2. Practical activity
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idiom of the day o
“Blue-sky thinking”

This phrase I1s used to describe the creative process of coming up with ideas. Basically,
blue-sky thinking refers to innovative and unconventional ideas without limitations.

Example: "During brainstorming sessions, they engage in blue-sky thinking to explore
creative solutions.”
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