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MODULE |

This module embraces a comprehensive scope of topics from the
Fundamentals of cybersecurity including vocabulary, concepts,
and keywords in order to improve reading, and writing skills in this
Field. The module also expands Into different Forms of
cybersecurity, digital safety, and software and hardware tools
Focusing on the development and acquisition of reading abhilities.

CONTEXTUALIZATION OF LEARNING.

This module involves the |earning and practice of basic
knowledge related to cybersecurity, encompassing key
concepts, and useful terminology to comprehend and
communicate within this Field by identifying common threats
and risks. The module offers wide Information about the
iImpact of cybersecurity in people’s lives and how this brings
security and reliability while using digital media.

P TALENTO
=nLl

—
q

u~

Universidad Tecnoldgica

fac@



LINIT 1. Introduction to Cybersecurity:
What Is It and Why Does It Matter’?

X X X
In Ehis unit, learners _
will be able to Improve reading and
e [ e e writing skills within
Foundational the'eontext of
concepts while Cybe_rsec:urity |
building their promoting analysis
cybersecurity and critical thinking.
vocabulary.
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/ a : Sociolinguistic competence:

Linguistic competence: Build : Relate and contextualize E—
up the skill to spot and H cybersecurity vocabulary and
comprehend basic vocabulary, concepts within the real-world
concepts, and phrases about experiences making it possible to
cybersecurity, threats and enhance the abhility to relate

risks. linguistic Forms to their practical

uses Iin the field of cybersecurity.
/Pragmatic competence: @ ‘

Understand effectively written

_ompetencie
s to Develop

@Tnpical Competence: Notice and

analyze how the Field of

phrases and text related to cybersecurity contributes to the
cybersecurity, scientific articles, development of the society and
or instructions. safety of many companies and

individual users, comprehending
iInnovative and modern topics
related to this field.
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(Time available: U haurs

Lesson cybersecurity e e

1) Socialize the technology idiom of the day.
2) Warm-up activity: "Guess the Cyber Threat" 3) Socialize
vocabulary about cybersecurity

4) Read the text: “What Is cybersecurity and Why Does It

Matter?”
5) Reading comprehension activity 1. Multiple choice

questions

6) Quizizz game: Multiple choice questions reading: What

Is cybersecurity and Why Does It Matter?
7) Video: “CIA principles” 8) Reading: “CIA principles” 9)
Practice activity
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