
 

1. Activity about the previous reading 

READING ACTIVITY 2 

MULTIPLE CHOICE QUESTIONS 

Software and systems update: avoid exploitable 

vulnerabilities. 

 

Read the following questions and choose the correct answer: 

1. Updates for software and systems are useful to… 

a. Clean up your devices from waste files 

b. Remove any threat 

c. fix vulnerabilities 

2. What do hackers use vulnerabilities for? 

a. For installing malicious software, obtain unauthorized access, or steal 

data 

b. For getting only money illegally 

c. Just for installing malicious software that can damage the 

hardware of the devices 

3. Which of the following sentences is a role of updates in cybersecurity? 

 

a. Improving the compatibility of the security protocols 

b. They offer cheaper spyware and antivirus software 

c. They never let your computer get any virus 

 

4. Cybersecurity and Infrastructure Security Agency (CISA) recommends 

taking advantage of… 

 

a. The most popular antivirus offered online 

b. Some cheap and weak software that vendors post online 

c. Some software that vendors may post online so they can check 

for new updates automatically 

 

5. When updates don’t install automatically, it is recommendable to… 

 

a. Remove all programs to avoid any vulnerability 

b. Check for and install updates manually 

c. Let updates install in the next few days and keep using the device 
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