
 

Matching Activity 1: Information Security Framework and Security Policies 

Instructions: Match each security policy or concept with its correct description. Write the 

letter of the description next to the correct policy name. 

Security Policies 

1. Password Policy ____ 

2. Data Protection Policy ____ 

3. Access Control Policy ____ 

4. Incident Response Policy ____ 

5. Acceptable Use Policy ____ 

Descriptions 

A. This policy outlines how sensitive data, such as personal information or financial 

records, should be protected, including encrypting data and restricting access. 

B. This policy defines how employees should create and manage their passwords, including 

the use of complex passwords and regular changes. 

C. This policy establishes who has access to various data and systems, ensuring that 

employees only access the information necessary for their job. 

D. This policy provides steps to follow in case of a cyberattack or data breach, including 

how to report, investigate, and recover compromised data. 

E. This policy provides guidelines for the appropriate use of company devices and 

networks, such as prohibiting access to certain websites or downloading unsafe software. 

6) Quizziz game: https://quizizz.com/admin/quiz/67632e8a0a9d08e1be1e636d  
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