
 

Matching Activity 2: 

Match the term on the left with the correct description on the right. 

Term Answer Description 

A. Personal Data Protection 

Regulations 
 1. Legislation protecting patient medical data in 

the U.S. 

B. Information Security 

Standards 
 2. A requirement for companies to protect 

payment card information through encryption and 

restricted access 

C. Compliance 

Responsibilities 
  3. Laws ensuring consumer rights regarding the 

collection and sale of personal data in California 

D. Information Protection in 

Healthcare 
 4. The responsibility of organizations to adhere to 

laws and manage security risks through audits 

and incident response policies 

E. Regulations for Risk 

Management 

 5. The implementation of security measures to 

protect against unauthorized access, theft, or loss 

of sensitive data 

F. Compliance with 

International Standards 
 6. A requirement for companies to adhere to both 

GDPR in Europe and CCPA in California 

G. Health Insurance 

Portability and 

Accountability Act (HIPAA) 

 7. Requires businesses to implement a risk 

management framework to protect financial 

records and prevent fraud 

 

9) Practical Activity: "Write your Security Policy" 

Students  will write a basic policy that includes: 

● Rules for creating and managing passwords. 

● Controlled access to devices and networks. 

● Recommended security habits for a work team. 

Their answers must be published in a padlet board 

https://padlet.com/dashboard?filter=made&mobile_page=Collection  
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