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MODULE 3
In this module, the students will recognize and understand security policies
as a priority to protect their information and assets. With a variety of key
concepts, phrases and vocabulary, the students can communicate and
express their ideas related to controlling information with high security. The
module shows different activities designed to develop the students’ reading
and writing skills. 

CONTEXTUALIZATION OF LEARNING.

In this unit, students delve into the foundational principles of security policies
and the meaningful role it brings to modern society and networks. Through
exploration and analysis, learners gain a deep understanding of key concepts
such as security framework and legal and regulatory aspects to protect
valuable information. Understanding these concepts is essential not only for
academic pursuits but also for real-world applications across various
industries and disciplines.



GENERAL OBJECTIVES: 

Understand the
importance of

security policies and
how to apply them in

personal and
professional

environments.
.
 

IApply all acquired
knowledge to a

personal
cybersecurity plan. 

Unit 1: Information Security Framework



01

Pragmatic competence:
Capacity to security policies and
design cybersecurity plans
pragmatically to solve real-world
problems and make informed
decisions.

02

03

Competencie
s to Develop

Linguistic competence: Ability to
comprehend and use terms about
security policies accurately and
appropriately. Proficiency in
articulating key concepts, common
technological vocabulary clearly
and concisely, both orally and in
writing

Sociolinguistic competence:
Understanding of the social and
cultural factors that influence
the interpretation and
implementation of security
policies, secure networks,
methods of protecting systems.



Lesson cybersecurity Learning materials. 

) Socialize the technology idiom of the day. 
2) Warm-up activity "The Security Shield Game"

3) Keywords
4) Reading: “Information Security Framework and Security Policies”

5) Matching Activity about the previous reading
6) Quizziz game

7) Reading “Basic Legal and Regulatory Aspects of Information
Protection”

8) Matching Activity about the previous reading
9) Practical Activity "Write your Security Policy"

https://quizizz.com/admin/quiz/67632
e8a0a9d08e1be1e636d

Time available: 4 hours 

https://quizizz.com/admin/quiz/67632e8a0a9d08e1be1e636d
https://quizizz.com/admin/quiz/67632e8a0a9d08e1be1e636d

