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Lesson I: Cybersecurity on Social Platforms

Time available: U hours
LG
o

Lesson programmation: (]

1.Socialize the technology idiom of the day.

2.0iscussion questions about cybersecurity.

3.Watch the video "Cyber Security Awareness Training. Social

Media".

U.Saocialize vocabulary about the reading: "You and your data".

9.Reading: "You and your data"

B.True/False questions about the previous reading.

7.Watch the video "Cyber Security in 7 minutes".

8.Game about the previous videos (multiple-choice questions).

Learning materials:

® Video “Cyber Security Awareness Training. Social Media”.
https://www.youtube.com/watch’?v=ggxU2ACUVNU

® Reading

® Video “Cyber Security in 7 minutes”.
https://www.youtube.com/watch’?v=inWWhrStnEA

® ([luizziz game:
https://quizizz.com/admin/quiz/659621a32/U0db85d0cd/130/
ersecurity.’?’source=quiz_share
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https://www.youtube.com/watch?v=qgx42ACUVNU
https://www.youtube.com/watch?v=inWWhr5tnEA
https://quizizz.com/admin/quiz/659621a32740db85d0cd7130/cybersecurity?source=quiz_share
https://quizizz.com/admin/quiz/659621a32740db85d0cd7130/cybersecurity?source=quiz_share

Lesson 1. i
Cybersecurity on
Social PlatfForms

1- Idiom of the day:

Pushing the envelope: This curious idiom is used when talking

about a product or process that is testing the limits of what is
possible or acceptable in technology or innovation.

“The designer pushed the envelope with a bold and
unconventional user interface.”

2-Discuss the Following questions about cybersecurity

What is cybersecurity?

Why is cybersecurity important’?

What is a computer virus™?

What are some common types of cyber attacks™
How can we protect our computers from viruses™?
What is a strong password’?

Why should we update our software regularly’?
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3- Watch the Video “Cyber Security Awareness Training:
Saocial Media”

Video URL: https://www.youtube.com/watch?v=ggxU2ACUVNU

U- Before the reading, socialize the Following vocabulary:

Keywords:

® Data: Information about us.

Privacy:. Keeping our information safe.

Digital World: Internet and technology.

Digital Footprint: Record of what we do online.

Ads (Advertisements). Messages to sell us things.
Data Breaches: Leaks of private information.
Digital Marketing: Using online data to sell things.
EU (European Union): Group of European countries.
Law: Rules made by a government.

5- Reading: You and your data

6- Read each of the Following statements and decide whether
they are true or False based on the reading passage about
digital data and privacy.

® Digital technology has made our data more private. _______

® Websites and apps collect data about our online behavior.

® _D_Jr“'_DTigitaI Footprint' includes our online searches and
purchases. - _____

® Digital marketing involves making money from our online data.
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https://www.youtube.com/watch?v=qgx42ACUVNU

® The European Union has not created any laws regarding
online data. —______

® |t is important to understand how our data is used and to
demand better protection. _______

7- Watch the video “Cyber Security in 7 minutes”

Video URL: https://www.youtube.com/watch’?v=inWWhrStnEA

8- Game about the previous video to check vyour
understanding:

URL For teachers:

https://quizizz.com/admin/quiz/659621a32/U0db85d0cd/130/cyb
ersecurity’?source=quiz_share

URL For students:

https://guizizz.com/join (The teacher will give a code to the
students for them to play).
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https://www.youtube.com/watch?v=inWWhr5tnEA
https://quizizz.com/admin/quiz/659621a32740db85d0cd7130/cybersecurity?source=quiz_share
https://quizizz.com/admin/quiz/659621a32740db85d0cd7130/cybersecurity?source=quiz_share
https://quizizz.com/join

