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ACTIVITY # 5

Tipo actividad: Game

Crossword activity based on the reading text (game).
LINK: https://wordwall.net/es/resource/67429915 
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6) Fill in the gap activity. 

The frontend handles the ___________ and experience, while the backend deals with the ___________ and data management.

In terms of security, the backend is responsible for implementing measures such as ___________ and ___________, thereby protecting the application and sensitive data.

The integration of the frontend with the backend is a crucial process in the development of websites and applications, ensuring that both parts collaborate effectively and communicate to deliver a comprehensive and functional ___________ experience.

To engage with the backend, the frontend employs HTTP methods such as ___________, ___________, ___________, and ___________. For instance, when loading a page, the frontend can make a GET request to retrieve data from the backend.

Both the frontend and the backend must establish ___________ measures to ensure secure communication and to restrict access to certain resources only to authorized users. Such measures may include the implementation of ___________, user authentication, and authorization.

Answers: 

The frontend handles the user interface and experience, while the backend deals with the business logic and data management.

In terms of security, the backend is responsible for implementing measures such as authentication and authorization, thereby protecting the application and sensitive data.

The integration of the frontend with the backend is a crucial process in the development of websites and applications, ensuring that both parties collaborate effectively and communicate to deliver a comprehensive and functional user experience.

To engage with the backend, the frontend employs HTTP methods such as GET, POST, PUT, and DELETE. For instance, when loading a page, the frontend can make a GET request to retrieve data from the backend.

Both the frontend and the backend must establish security measures to ensure secure communication and to restrict access to certain resources only to authorized users. Such measures may include the implementation of security tokens, user authentication, and authorization.
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